2.5
Kaseya
Background


Kaseya was formed when specialist in networking, security and desktop help management came together to develop a solution that put together knowledge of customer’s problems and the managing of networks with the required security. Kaseya’s target is the mid size business market. They offer Kaseya IT Automation Framework, which is a web - based platform. This model remotely manages computers, data, and environments for mid size companies.

2.5.1
Functional Coverage

2.5.1.1
Remote Control (Sulleng)

Kaseya provides easy, secure, and fast remote control management to all your managed computers from anywhere. Administrators have complete control over remote control functions including passwords, notification method, screen mode and control level. Administrators also have the ability to manage remote computers that are not part of their managed infrastructure thru video streaming and can also utilize the video streaming feature for training sessions or to a handle a quick support call. There is a secure online Chat that can be used exclusively between the end users and support personnel. Secure Broadcast Messaging is also provided to the agented computers from administrators. Kaseya's remote control software is easy to deploy and it can be done in minutes. It can be accessed from anywhere and does not require special servers or reconfiguration of you existing computing infrastructure. The Kaseya Web based, integrated IT application delivers a complete, fast and secure remote access and pc remote control solution for you and your users even behind firewalls and NAT. [SP7].
2.5.1.2
Auditing & Asset Management (Eric)

Kaseya provides automated audits to all machines (servers, machines, remote computers) that you have in a network. Since Kaseya is a web-based system, it allows you to view the content of any computer’s hardware and software information at any given time from anywhere in the world. Kaseya even allows you to find devices that are behind NAT and Firewalls [E9]. Kaseya provides you with pinpoint failures classified by manufacturer and model. It’s very easy to learn and has a friendly user interface. Kaseya provides information regarding licenses of software installed, memory information, and allow you to create comprehensive and inventory reports.   
2.5.1.3
Monitoring (Eric)

Kaseya provides an impressive monitoring system. It also provides SNMP monitoring. Kaseya lets you monitor the Windows event log and customize alerts whenever a pre-configured object reaches a specific threshold. Kaseya has a LAN Watch feature that will allow the user to discover machines and devices connected in the network; it also allows the user to set a specific range of IP addresses to scan. LAN Monitoring Alerts allow users to know whenever a new device is detected. Kaseya also has a Live Connect feature that shows you in real time performance information about objects. Kaseya let the user use or create monitor sets and then assign to specific machines. Moreover, it enables the user to run scripts when certain condition happens. Kaseya’s monitoring system is very easy to use and user friendly [E10].

2.5.1.4
Patch Management (Sandor)
The kaseya patch Management offers a rapid deployment that reduces the amount of time need it to accomplish tasks, is very user friendly by having all the different functions that it offer upfront and easy to find in the menu, and automatically discovers and deploy patches quickly and efficiently. 
2.5.1.5
Back Up & Disaster Recovery (Sandor)

The back up and Disaster Recovery offers customers the ability to do Incremental, Forever and Synthetic Full Backups for efficient offsite replication and user-defined archival capabilities, Complete disk Imaging which will transfer the information from one disk to the other in a short time, and also offers universal restores among other things which make a fresh image by scheduling an auto restore, and this minimizes regular maintenance. [SR6]
2.5.1.6
End Point Security (Rafael)
Kaseya has a really good endpoint security design. They will analyze and detect unwanted executable applications that may be spyware, adware etc, and then it will remove these programs or block access to them. Also offers computer security software like an antivirus or spyware system can be scan for suspicious entries specially the system registry also for temporary Internet files and tracking cookies. They offer a centralized managed security profiles that are defined and deployed to the managed computers using the Kaseya console interface as needed. These profiles are mainly used to create better ways to maintain the managed systems always running smoothly, and viruses and spyware free. This Endpoint Security also offers a logger that all information detected is logged within the system and available for administrative summary and thorough management reporting. Kaseya also provides automatically daily schedules for scanning and updating, and allowing the users or system administrators to create custom-scheduled events. [R5]
2.5.1.7
Help Desk (Rafael)
Help desk is one of their main characteristics they will create and track issues in detail. Will offer configurable alerts based on issue creation and update. Complete issue history tracking with user, date and time stamp and support for file attachments and screen shots. They also have configurable online views accessible from anywhere using a standard Web browser Knowledge base. The users have immediate access to support personnel. One of their main characteristics also is that it is secure and limited to the organization with no additional software or network configuration required. They warrantee that any system will be up and running in minutes with easy administration of users and policies. They enface that there are no long training cycles or consultants required. Most importantly they will offer integration for Overall Productivity, flexible Configuration, and comprehensive Reporting. [R6]
2.5.2
Non-functionalities 

2.5.2.1
Usability (Suylleng)
Kaseya is easy to deploy and administer. It supports monitoring for processing large log-data across a large number of monitored machines. It's able to simultaneously change multiple tickets on multiple computers.  It's also able to format and customize ticket notification emails. It provides ability to schedule a patch scan as part of a custom script.
2.5.2.2
Reliability (Sandor)
Kaseya is very Reliable by being user friendly, by keeping the system administrators informed on how the system is running, by keeping the agents running on the computers to stored data which shows how the system is behaving, and the system is web-base, so it does not have to be downloaded and install in a main location, and important information could be viewed from anywhere. 

2.5.2.3
Performance (Eric)
Since Kaseya has a web-based platform, it provides a fast well balanced system. Kaseya’s patented connection algorithms and patented Virtual System Administration (VSA) methods, allow the system to work very smoothly. Agents are very light weighted on the system’s resources. Since there is no need of address management or the need for a VPN connection to all the sites, Kaseya is more efficient [E11].

2.5.2.4
Supportability (Rafael)
The software will install on most Windows based operating system. They offer support for many operating system like Windows NT, 98, Server and any other needed. When it comes to patch management, Kaseya will install patches depending on the required software. Their platform is widely used by many administrators and users around the world, that’s why they have made it so open for different operating systems. 
Table:

	IT Solutions
	Kaseya

	Remote Control
	· 256 bit RC4 encryption for all sessions.

· Access computers behind gateways NAT without port mapping.

· It uses WinVNC, pcAnywhere, RAdmin and Terminal Server.

	Audit & Asset Management
	· CPUs, PCI cards, memory and drives with user notes.

· Licenses, version numbers, path and description.

· Local, WAN and gateway IP addresses. DNS, WINS, DHCP, and MAC address.

· CPU, RAM and Disk Volume details.

· Printers, local and network.

	Monitoring
	· Alert on hardware and software changes. Alert on specific file changes and protection violations.

· Automatically discover all devices on the network.

· Comprehensive Reports.
· Monitor computer online offline status Know if a server goes down.

· Export to HTML, Microsoft Word or Excel. 

	Patch Management
	· Scheduled or ad hoc.

· Identifies which patches are installed and date installed Determines which patches are needed.

· Approve or deny selected patches.

· Support for Windows 2003,  2000 , NT, XP, 98 and 95.

· Security and policy control. 

	Back Up Disaster Recovery
	· Full Back Up.

· Incremental Back Up.

· Last Differential.

	End Point Security
	· Complete issue history tracking with user, date and time stamp.

· Easily pinpoint hardware and software changes.

· Integrated Online Chat.
· E mail alerts to support personnel based on issue criteria and computer groups.

	Help Desk & Ticketing
	· Anti-Virus.

· Anti-Spyware.

· Rootk it.


