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Introduction


With today’s organizations relying on computers, protecting infrastructure is key to running a successful business. With so many rules and regulations, protecting user data and organization must now be implemented in an effective way in order to protect user data from all possible threats. Having an IT professional or IT service provider to monitor your infrastructure by incorporating basic tools can be a daunting task. This is why IT professionals and IT service providers are now relying on automation tools to protect their infrastructures. However, it is difficult to implement the correct automation tools since the market is slowly becoming saturated with variety. For example, companies like LPI, Numara, KACE, Zenith, N-Able, Altiris, LanDesk, Managed Engine, and IT Control Suite all have there own idea of what automation should look like. So with so many options available, how do you know which automation tool is right for you?

What Are Your Options


Deploying, maintaining and operating automation tools can be very expensive and complex, so finding both the affordable and easy choice is key to maintaining an organizations IT infrastructure. How do you know which one is right for you when there are so many options? With so much competition, automation providers are now on the offensive and are being forced to come out with innovative solutions. Kaseya and KACE are two of the leading automation providers today, and have been successful in coming out with innovative technology to better service businesses. But which of these two are right for you?  The following is a breakdown of Kaseya and KACE’s features. Kaseya offers a solution for today’s automation problems. KACE on the other hand, is also designed to do the same, however KACE unable to provide the features promised once installation is complete.  
There is More Than One Appliance


With KACE, you are purchasing more than just an Automation tool since it is also an appliance (or hardware), one not necessarily needed for an IT infrastructure. The appliance, known as KBOX, needs to be connected to the network first, followed by assigning it an IP address and DNS configuration. Extremely tedious, this process must be completed before installing the agent to the preferred node. Not all features come in one KBOX; there are two types of appliances and two different models for each appliance: 

· Systems Management Appliance 

· Models: KBOX 1100, KBOX 1200 

· Systems Deployment Appliance 

· Models: KBOX 2100, KBOX 2200
Both appliances come with different features and the different models depend on how many nodes you plan to manage. Based on the size of a company, a decision must be made on which model suits the IT department best, or if perhaps both appliances are required. If the later is the best alternative, then two KBOX’s will need to connected to the network. With Kaseya, there is no additional hardware, and only two configurations: 

· Professional Edition 

· Managed Service Edition. 

To get either edition installed and running, all that is needed is meeting the system requirements. Then install Kaseya on the company’s server, along with the agents on the preferred node.

Two or One


If you decide to go with both KBOX Management Appliances, you will then need to connect two KBOX’s to your network and use two separate web-interfaces. To manage features like Patch Management, Asset Management, Remote Control, Disk Imaging, Windows Network OS Install for Systems Management Appliance or System Deployment Appliance, you will need to switch between the two web-interfaces. As for Kaseya, all the features are accessible thru one web-interface. With Kaseya’s user-friendly web-interface, you can manage all the nodes, as well as having easy access to all of Kaseya’s features which are aligned at the top right corner of the preferred web browser, along with the functionality list for each feature, found on the left of the web browser. 
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Agentless? If Only It Were True


Don’t be fooled by KACE’s agentless technology. While it is true that they do use an agentless technology, that feature is only for one of its functionalities: Scanning for any device that is connected to your network. The point of the scan is to decide which device is available for agent installation. Regardless on how much KACE tries to market their agentless technology, when it comes to application, KACE will still need to install an agent in order to fully utilize KBOX. It is not possible to run patch scans and install them without an agent installed on the preferred node.
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In contrast with Kaseya, an agent needs to be installed, however the Kaseya agent is a lightweight agent that deploys within a matter of minutes (depending on network speed), and comes with an easy server installation, which allows for Kaseya operations and running within 30 to 90 minutes. The Kaseya agent (either for PC or Mac) is responsible for communicating both information and status back to the Kaseya Server, executing a task, and defining personalized managed services. Realizing the importance of security, Kaseya’s 256-bit RC4 encryptions protects communications between the server and the agent, eliminating fears of an incoming attack that could compromise the Kaseya agent.
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Server installation is fast and easy, and can run on any standard Windows Server 2000 or 2003 and IIS 5 or 6. With the Kaseya server, it is possible to manage Kaseya database and web interfaces along with its functionalities. This will allow access to all of Kaseya features through a web-based interface using any browser. 
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Features


Kaseya features can be accessed thru a web-based interface and these features are essential to maintaining an IT infrastructure. The Kaseya IT automation platform allows one to automate and remotely manage the following features: 
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This list of features allows IT professionals to increase productivity and simplifies their job by eliminating complex issues. As an IT service provider, Kaseya can implement these above mentioned practices to help increase profitability. When it comes to the KBOX appliance, features are abundantly offered, but at an immense price, especially since not all automation features are available for KACE. Some of these crucial missing features can be seen right from the initial install of KBOX: Asset Management, Help Desk, Security, iPhone Management, Organizational Management, and Virtual Kontainers are markedly absent. 
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If the decision is made to go in the direction of the KBOX, not only will the IT department be without the abovementioned features in the KBOX 1000 Series, all the features for KBOX 2000 Series will also be relinquished. In order to reap the full benefits of KBOX, it is vital to get the additional add-ones and acquire two different KBOX’s. Creating a greater disadvantage for the IT department is the fact that KACE has no backup solution. This is not available on either version of KBOX and contradicts the stringent rules and regulations the government is enforcing in order to protect user data. With Kaseya, this is not a point of contention as it is capable of making sure that all data is protected from any potential security threats.
The Future Looks Bright


2008 was a successful year, with more IT professionals and IT service providers choosing Kaseya over the competition, but the IT world has been left wanting more. Kaseya is one of the best automation solutions available, but there is always room for improvement. 2009 is looking to be a big year for Kaseya as new features are being planning on being revealed. An improved infrastructure will help build upon the existing Kaseya experience. Since many companies are making the switch to Linux/Unix based machines, Kaseya is paying attention to this trend and is looking to drastically improve support for this operating system with the debut of Kaseya 6, offering full support for Linux/Unix machines. Kaseya is looking at both the present and future of IT automation, and is attempting to create well-rounded remote solutions that can be used by every IT department across the board. 

But no reason to give away all of our new features just yet, you will just have to wait and see what we have in store for 2009.

Conclusion


With all the automation solutions that are currently available, there is a reason why Kaseya is still the best option when it comes to protecting your IT infrastructure. For one, there is no need to install extra hardware to your network, all you need to do is meet the system requirements, install Kaseya on your server and deploy the agents to the preferred nodes. KACE has two appliances and four models that you will have to choose from, Kaseya only has two configurations: Professional Edition and Managed Service Edition. Not all features and functionalities are available in the KACE appliances; the missing features have to be purchased as add-ons. Since KACE has two different appliances with different features, both KBOX’s will have to be managed on two different web-interfaces, our automation platform can be accessed on just one web-interface. So to future IT professionals and IT service providers, you can see why Kaseya is and should be the automation solution to protect your IT infrastructure, and to all of our current and potential customers, see you in 2009.
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